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Kaj je Flik?

Flik je sodoben in preprost nacin placil in nakazil med komitenti

razlicnih bank v Sloveniji ter omogoca razlicne moznosti placevanja

(med fizicnimi osebami, na prodajnih mestih, itd...). Vsako Flik placilo

se izvrsi kot SEPA takojsnje placilo, kar pomeni, da se prenos denarja iz

racuna pla¢nika na racun prejemnika placila izvede v nekaj sekundah

tudi izven delovnega ¢asa bank — 24 ur, 7 dni v tednu, 365 dni v letu.

Flik placila lahko izvajajo in prejemajo komitenti vseh bank v Sloveniji v

okviru aplikacije, ki jo posamezna banka v ta namen ponuja (v

nadaljevanju: Flik aplikacija), pri cemer placnik registrira svojo

telefonsko Stevilko ali elektronski naslov kot kontaktni podatek (v nadaljevanju: alias) s katerim je
dosegljiv v okviru placevanja s Flikom. Ta je povezan z njegovim bancnim racunom, kar prihrani
vnasanje banc¢nih podatkov prejemnika placnila ali placnika.

Podjetjem oz. trgovcem so v okviru Flik-a na voljo razlicne moznosti. Ena izmed teh je Flik oddaljeno
placilo oz. Flik na spletu.

Flik na spletu

Flik na spletu na trgovski strani je del Bankartovega sistema za podporo spletnim placilom (Bankart
Payment Gateway), ki poleg Flika omogoca tudi izvedbo karti¢nih placil. Na podrocju Flik-a ponuja 2
moznosti in sicer prejem Flik placil (Flik P2eM) in Flik izplacilo (Flik B2P).

Flik P2eM placila nudijo zelo dobro uporabnisko izkusnjo, saj placnik na podlagi podanega aliasa, v Flik
aplikacijo v obliki potisnega sporocila prejme zahtevek za placilo, ki ga potrdi ali zavrne. S tem je
postopek placevanja zakljucen, denar pa je v nekaj sekundah na racunu prejemnika placila. Flik P2eM
omogoca 3 mozZnosti implementacije, odvisne od prodajnega mesta, kjer je Flik P2eM implementiran.

P2eM tipi placila so:

o Spletno placevanje (E-=Commerce P2eM): Trgovec v okviru spletne trgovine nudi moZnost
placila nakupa s placilno metodo Flik. Zahtevek za placilo, ki ga v svojo Flik aplikacijo
prejme placnik, je veljaven 5 minut.

o Pla¢evanje preko kartic zvestobe na fizicnih terminalih (In-Person P2eM): Trgovec, ki
svojim kupcem nudi kartico zvestobe, lahko z integracijo Flik P2eM poveZe kartico zvestobe
s Flik aliasom posameznega placnika. Ko kupec na blagajni predloZi kartico zvestobe se mu
avtomati¢no posreduje zahtevek za placilo v Flik aplikacijo. Zahtevek za placilo je veljaven
90 sekund.

o Placevanje racunov in polnjenje denarnic (Out-of-Band P2eM): Trgovec/top-up denarnica
iniciira zahtevek za placilo na podlagi predhodnega dogovora s placnikom. Placnik ima na
voljo 72 ur, da v svoji Flik aplikaciji potrdi zahtevek. Primeri uporabe so naroc¢nine, mesecni
racuni, polnjenje denarnic.
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Flik B2P omogoca vracilo sredstev, ki so bila predhodno plac¢ana s strani fizicne osebe prejemniku
placila. Za vracilo trgovec potrebuje le referenco na prvo transakcijo oz. nakup, ki je bil izveden s Flikom.
Vracilo na more biti visje od zneska, ki je bil placan ob prvotnem nakupu.

B2P tip placila je:

o Vracilo kupnine (Refund B2P): Resevanje reklamacij, vraclilo preplacanega. Za izvedbo
vracila, trgovec potrebuje v API klicu poslat referenco na orginalno transkacijo (nakupa), s
Cimer zagotovi, da znesek vracila ne mora biti visji od originalne transakcije.

o Izplacilo (Payout B2P): Ta tip transakcije je v uporabi, ko trgovec Zeli uporabljat mozZnost
direktnega takojsnjega izplacila na racun stranke. Pri izplacilu se uproabi strankin alias,
denar pa je na ra¢unu v nekaj sekundah. Ta tip transakcije se od vracila razlikuje po tem,
da nima zgornjega limita zneska in ne potrebuje nobene reference na originalno
transakcijo.

Mini slovar:

Payment Gateway: Sistem, ki trgovcem omogoca oz. poenostavi sprejemanje placil s placilnimi karticami ali
Flikom. Je sistem ki povezuje spletna mesta(trgovine) z izdajatelji placilnih metod, in kupci. Payment gateway
tudi poskrbi za povezovanje s sistemi za preverjanje istovetnosti stranke. Del Payment gateway-a je spletni
vmesnik, ki ga trgovec uporabi pregled opravljenih transakcij.

P2eM: Flik placilo, ki ga fizina oseba izvede pri spletnem trgovcu.
B2P: Flik placilo, ki ga spletni trgovec izvede fizi¢ni osebi, npr. vracilo kupnine.
Flik aplikacija: Aplikacija, ki omogoca placevanje s Flikom. Vec informacij je na voljo na https://flik.si.

Alias: Kontaktni podatek (tel. Stevilka oz. e-mail) s katerim se uporabnik registrira pri Fliku in preko katerega
lahko izvaja Flik placila.

RTP: Zahtevek za placilo, ki ga v primeru P2eM Flik placil, poslje trgovec na placnikov alias
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Osnovne infromacije

Za uspesno integracijo Flik spletnih placil je potrebno na strani trgovca implementirati ustrezne API
klice do Bankartovega Payment Gateway-a. Bankartov Payment Gateway podpira tako karti¢na kot
tudi Flik placila, pri obojih je v uporabi isti APl vmesnik. Vsebina je v JSON formatu, na voljo pa je tudi
OpenApi v3 shema.

e Osnovna dokumentacija
https://gateway.bankart.si/documentation/apiv3

e Splosna API specifikacija
https://gateway.bankart.si/documentation/gateway

e API specifikacije za Flik placila

Flik specifike so podane preko poljv extrabata elementu.

Primer: "extraData":{"alias":"moj@mail.si"}

Vsi API klici morajo vsebovati podpis, ki se generira na podlagi poslane vsebine in deljene skrivnosti.
Povratni (callback) klici so prav tako podpisani, tako lahko sami preverite verodostojnost prejete
vsebine.

Vzoréna koda v programskih jezikih PHP, Java, C# (.NET Framework) in vticniki za zadnje verzije
platform WooCommerce oziroma Wordpress (v4 in v5), Prestashop (v1.7 — prejSnje verzije niso
podprte), Magento (v2) in Opencart (v3 — v2 ni podprta) je dostopna na spletnem mestu: povezava.

Potek izmenjave sporocil med sistemom trgovca in
Bankart Payment Gatewayem

Kupec napolni kosarico v spletni trgovini. Na blagajni izbere placilno metodo Flik. Trgovec inicira
zahtevek za placilo (Request To Pay — RTP) z izvedbo API klica. Payment Gateway preusmeri kupca na
informacijski zaslon, kjer ga pozove, da zahtevek potrdi v Flik aplikaciji.

.
cet., 18. mar (G2 -] <Noza e B <Nazaj Gt Bk

Q e o Potrditev Flik Plaéilo izvedeno
23 Naprave

O Predstavnont

B " 03:20 @

WWW.JAGODA.S! WWW.JAGODA.SI

42,19 € 42,19 €

Vinite se na spletno stran trgovea

Kupec nato zahtevek potrdi (na voljo ima tudi mozZnost zavrnitve). TrgovCev sistem prejme rezultat
transakcije na podan callback URL. Kupec je preusmerjen na ustrezno trgovcevo stran.
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V primeru, da kupcu ni prikazana informativna stran, namesto preusmeritve trgovec samo prejme
status Pending, kar pomeni da je transakcija v teku.

Za lazjo predstavo, je na spodniji grafiki prikazan celoten potek Flik P2eM transakcije. Gre za asihrono
transakcijo, saj se na odgovor (potrditev s strani kupca) lahko cCaka dlje ¢asa (odvisno od casa
veljavnosti RTPja).

PAYMENT

Nakup Prozenje transakcije

Preusmeritev na URL nalagalne strani

%Preusmeritev na URL loading + ¢akalna stran

Postback obvestilo poslano na callback URL

OK — potrditev prejema

Preusmeritev nazaj na success/error URL

Kako izgledajo klici med sistemi?

Na naslednjih straneh je prikazanih nekaj API sporocil, ki orisujejo delovanje sistema in vsebujejo
smernice za tehni¢no povezavo z Bankart Payment Gatewayem. V splosSnem razlikujemo med dvema
osnovnima potekoma in sicer:

-V kolikor trgovec razpolaga s placnikovim aliasom se izvede API klic brez preusmeritve. Takoj
po izvedbi klica bo plac¢nik prejel Zahtevek za placilo v Flik aplikacijo

-V kolikor trgovec ne razpolaga s plac¢nikovim kontaktnim podatkom oz. aliasom se izvede API
klic s preusmeritvijo. Po izvedbi klica bo kupec preusmerjen na stran, kamor bi vnesel svoj
kontaktni podatek oz. alias, za tem pa bo prejel Zahtevek za placilo v svojo Flik aplikacijo. Stran
za vnos kontaktnega podatka lahko trgovec tudi implementira v svojo internetno stran.

Inicialni APl klic

Flik zahtevek za placilo uporablja API klic za DEBIT transakcijo, ki jo je potrebno poslati na pravi naslov:
https://gateway.bankart.si/api/v3/transaction/api-key/debit (AP Key dobite v sklopu dostopnih
podatkov za povezavo z Bankart Payment Gatewayem)

Primer vsebine klica na gateway:

{
"merchantTransactionld": "Flik-20210413133336-d3898",
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"amount": "11.11",

"currency": "EUR",

"successUrl": "https://naslov.trgovca.si/success",
"errorUrl": "https:// naslov.trgovca.si/error",
"cancelUrl": "https://naslov.trgovca.si/cancel",
"callbackUrl": "https://naslov.trgovca.si/callback"”,
"description": "sporocilo kupcu",

"extraData": {

"alias": "0038641147148",

0\ bankart

L

"customer": {

"ipAddress": "46.123.232.123"

L

"language": "sl"

Vsebinski napotki za posredovanje klju¢nih podatkov za izvedbo transakcije:

Ime polja Opis

Unikatni ID transakcije, ki ga doloci trgovec.

Ce ID transakcije ni unikaten, bo gateway transakcijo zavrnil.
amount v zneseku uporabite decimalno piko in maksimalno dve decimalni mesti.
currency Valuta naj bo vedno EUR!

Success/error/cancelUrl

Naslovi za preusmeritev kupca nazaj na vaso spletno trgovino po tem ko se konca nakup
na Bankartovi strani.

callbackUrl

Na ta naslov prejmete rezultat placila.

description

V to polje zapisete sporocilo, ki se bo kupcu prikazalo v aplikaciji za Flik placila. To
sporocilo bo vidno $e kot opis transakcije v bancnih izpiskih.

extradata: alias

V extraData element dodajte uporabnikov kontaktni podatek (alias) za Flik (GSM ali e-
mail). Ce podatka trgovec ne poslje v iniciiranju transakcije, ga pridobi Payment Gateway
s prikazom dinamicne strani za vnos kupcu — obicajni pristop.

customer: ipAddress

V tem polju posredujte IP naslov uporabnika, ki je potrdil nakup. Podatek se uporablja
v varnostne namene za preprecevanje zlorab.

Language

Value: sl (stati¢no)

Pri URL naslovih, se lahko uporabijo tudi query string-i. Primer:

e succesUrl: https://nek.naslov.trgovca.si/redirect?status=success&transactionld=1234

e errorUrl: https://nek.naslov.trgovca.si/redirect?status=error&transactionld=1234

e cancelUrl: https://nek.naslov.trgovca.si/redirect?status=cancel&transactionld=1234

e CallbackUrl: https://naslov.trgovca.si/callback?transactionld=1234

Glede na dogovor med trgovcem in banko, Bankart lahko omogoci posiljanje naslednjih dodatnih
parametrov v extraData sklopu:

Naziv

Opis

enableWaitingScreen

Vrednost: yes/no dolo¢a nacin delovanja, s preusmeritvijo ali brez.
Preusmeritev kupca je privzeti nacin delovanja le pri e-commerce transakcijah.

merchantMID

Trgovci z vec poslovalnicami ali prevzemnimi mesti lahko nastavijo enako Sifro kot jo
uporabljajo pri karticnih placilih.

merchantTerminalld

Trgovci, ki bodo uporabljali in-person nacin, lahko nastavijo ID terminala, da bodo lazje
uparili placilo s specificno blagajno.

ultimateCreditorName

Naziv prodajnega mesta, ki se kupcu prikaze v aplikaciji.
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Odgovor na API klic — preusmeritev kupca

To je privzeti nacin delovanja spletnega prodajnega mesta — trgovec na inicialni APl klic prejme naslov
za preusmeritev kupca.

Primer odgovora za preusmeritev kupca na inicialni API klic trgovca:

{

"success": true,

"uuid": "c5b92e902dc9e4b0edea",

"purchaseld": "20210413-c5b92e902dc9e4b0edea"”,

"returnType": "REDIRECT",

"redirectUrl":
"https:\/\/bankart.paymentsandbox.cloud\/redirect\/c5b92e902dc9ed4b0edea\/N2JkZThiNWM2N2Vi
ZTIMXXXXXXXXXXXXXXXXXXXXXXXXXXXX20DZiMTlyMGEYyMjM3NjA2NGEwWM2M2MGQzM2M1Mzc5Zjc2NjN
mMjYxYWRjOGU4Y2ZiZDEyYzhiNDNINzRjM2ZmMjQ=",

"paymentMethod": "FlikPayments",

"extraData": {

"expiresDateTime": "2021-04-13 11:35:07",
"adapterReferenceld": "PGTASI201T5100410416121751elbN05"
}
}

Razlaga pomena posameznih polj je podana v tabeli, ki se nahaja za obema primeroma odgovorov.

Kupca preusmerite na posredovan redirectUrl, to lahko izvedete kot celostransko preusmeritev ali pa
prikaZete stran v iFrame elementu. Ce alias ni posredovan v API klicu, se kupcu prikaZe vnosna maska,
kjer bo pozvan k vnosu aliasa oziroma kontaktnega podatka za Flik. Prikazano na spodnji sliki.
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Podatki o nakupu Kontaktni podatek uporabnika

Trgovec
Flik Test Flik je sodoben natin placil in nakazil med
uporabniki razlicnih bank v Sloveniji.
Spletna stran
https://www_limona.si
Flik email ali Flik telefonska Stevilka
Znesek
12.00 EUR

Preklici Pla&aj

Copyright @2021 Bankart d.o.o.

Slika 1: Primer maske za vnos kontaktnega podatka

Kupec je po posredovanju kontaktnega

podatka (v trgovéevem API klicu ali preko £\ bankart
vhosne maske Payment Gatewaya) preko

informativne strani pozvan, da v Flik aplikaciji

potrdi (ali zavrne) zahtevek za pladilo. =8
Payment Gateway kupcu pokaze okno z

odstevalnikom casa (slika na desni) o _ _ _
V svoji aplikaciji za Flik plagila potrdi zahtevek za placilo.

Flik Test
Ko kupec potrdi ali zavrne zahtevek za placilo, 10.00 EUR

bo preusmerjen nazaj na trgovéevo stran. 14.04.2021, 14:41
Naslovi za preusmeritev so bili posredovani v
inicialnem API klicu:

e successUrl — kupec je potrdil

zahtevek za placilo in placilo je bilo

uspesno izvedeno

e cancelUrl — kupec je zavrnil zahtevek CoprEnt @021 Bankare do.
za placilo

e errorUrl — prislo je do napake pri

izvedbi placila (tehni¢na napaka,

premalo sredstev za placilo, ...)
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Cas za potrditev je potekel
Sistem preverja status placila.

N
[ilu‘;
p_—y
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V primeru, da kupec ne potrdi placila oziroma
Payment Gateway ne prejme rezultata o
statusu placila, bo Payment Gateway po izteku
veljavnosti  zahtevka ponovno poskusal
pridobiti informacijo in po preteku vsaj 45
sekund ponovno poslal poizvedbo. V tem casu
se kupcu osvezi prikaz z novim odstevalnikom.
To velja le v primeru tipa transakcij e-
commerce.

Pri transakcijiah tipa in-person ter oob, se
zaradi metode placila oz. zaradi dolgega ¢asa
veljavnosti zahtevka odstevalnik ne prikaZe. Pri
zadnjem se prikaZe le ekran, kjer se vidi znesek
placila in do kdaj je zahtevek veljaven.

Odgovor na API klic — brez preusmeritve

To je privzeti nacin delovanja prodajnega mesta In-Person (inperson), Out-of-Band (oob), ter Payout
— trgovec na inicialni APl klic prejme status »PENDING«.

Primer odgovora na inicalni API klic trgovca:

{

"success": true,
"uuid": " ¢5b92e902dc9e4b0edea",

"purchaseld": "20210413-c5b92e902dc9e4b0edea”,

"returnType": "PENDING",
"paymentMethod": "FlikPayments",
"extraData": {

"expiresDateTime":

"adapterReferenceld": "PGTASI20IT5100410416121751elbN05"

}
}

Rezultat placila se vrne na callbackUrl, ki je bil podan v inicialnem API klicu. Kako izgleda API klic
rezultata placila je prikazano spodaj.

V spodniji tabeli so razlage posameznih polj, ki so vklju¢ena v APl sporocilih odgovorov.

Ime polja

Opis

success

Rezultat klica
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uuid Unikaten ID transakcije, ki se generira na Bankart Payment Gateway-u. S pomocjo tega
podatka se lahko na uporabniskem vmesniku PG poisce doloceno transakcijo.

purchaseld ID, ki se zgenerira v zalednih sistemih in vkljucuje tudi datum.

returnType Polje pove za kaksen tip klica gre. Ce gre za klic s preusmeritvijo ali brez.

redirectUrl Samo v primeru, da gre za transakcijo s preusmeritvijo, se to polnje polni z URL
naslovom, kamor trgovec preusmeri kupca za vnos aliasa.

paymentMethod Polje nam pove, da gre za placilo s placilno metodo Flik.

extradata: Je informativne narave. Sistem po izvedeni transakciji posreduje sistemu trgovca
rezultat ali pa po preteku veljavnosti sporoci neuspelo transakcijo na callbackUrl, ki ste
ga posredovali v inicialnem API klicu.

extradata: adapterReferenceld | Edistven ID transakcije, ki se poSilja po vseh zalednih sistemih

Rezultat placila

Na callbackUrl, ki ga je trgovec posredoval v inicialnem API klicu, se prejme odgovor o uspesnosti
placila:

{
"result": "OK",
"uuid": " c5b92e902dc9e4b0edea"”,
"merchantTransactionld": " Flik-20210413133336-d3898",
"purchaseld": "20210413-c5b92e902dc9e4b0edea",
"transactionType": "DEBIT",
"paymentMethod": "FlikPayments",
"amount": "11.11",
"currency": "EUR",
"extraData": {
"adapterReferenceld": " PGTASI201T5100410416121751elbN05"
}
}

Gateway bo prvi poskus posredovanja odgovora na callback naslov naredil pred preusmeritvijo kupca
na trgovéevo stran (success/error/cancelUrl). V primeru neuspesne potrditve rezultata, bo Gateway
periodi¢no ponovno posiljal status placila na callback naslov.

Odgovor se z zahtevkom lahko upari na podlagi:

e merchantTransactionlD — posredovan iz strani trgovca v inicialnem API klicu
e uuid — unikatni ID, ki ga gateway posreduje v odgovoru na inicialni API klic

OPOMBA
Poizvedba za status transakcije: Na podlagi zgornjih vrednosti se lahko izvede ro¢na poizvedba z
uporabo status klica (Status APl klic): https://gateway.bankart.si/documentation/apiv3#status-
request.

OPOMBA

Namigi za integracijo odstevalnika: Odstevalnik se lahko prikazan v modalnem oknu, v naslovu za
preusmeritev pa se zgolj vrne stran z javascript kodo, ki bo glavni strani posredovala rezultat:
https://javascript.info/cross-window-communication

MozZnost je tudi, da je v success/cancel/errorUrl naslovih, ki so bili posredovani za preusmeritev

prikazana vmesna stran, ki celotno stran preusmeri na dejanski success/cancel/error prikaz:
windop.top.location.href = »https://naslov.trgovca.si/success/cancel/error«.
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Strukturirana in nestrukturirana referenca placila

Flik placila omogocaja dva tipa reference, ki podata kupcu informacijo na kaj se posamezna transakcija
navezuje.

e nestrukturirana referenca: se poslje v polju »description« (oznaceno spodaj z modro), in to
polje se lahko napolni s poljubnim opisom namena transakcije. Dodatnih indikatorjev v tem
primeru ni potrebno posiljat. Primer inicalnega API klica:

"merchantTransactionld": "Flik-20210413133336-d3898",
"amount": "11.11",
"currency": "EUR",
"successUrl": "https://naslov.trgovca.si/success",
"errorUrl": "https:// naslov.trgovca.si/error",
"cancelUrl": "https://naslov.trgovca.si/cancel",
"callbackUrl": "https://naslov.trgovca.si/callback",
"description": "nestrukturirano sporocilo kupcu",
"extraData": {

"alias": "0038641147148",
|2
"customer": {

"ipAddress": "46.123.232.123"
|2

"language": "sl"

e strukturirana referenca: tudi tu se opis namena transakcije poslje v polju »description«.

Ker gre tu za struktuirano referenco je potrebno v »extraData« arrayu potrebno poslati Se dva
dodatna indikatorja. Prvi je »referenceType« (oznaceno spodaj z rdeco), ki se napolni z
vrednostjo »structured« in s tem se sporocCilo spremeni v Zeljeni tip, za referenco pa vzame
vrednost iz polja »description« (oznaceno spodaj z rdeco). Po Zelji se lahko doda Se polje, ki
pove namen placila »purposeCode« (oznaceno spodaj z rdeco), ki se napolni s Stiri mestno kodo
namena »XXXX«, kot pri izpolnjevanju UPN naloga (npr. WEBI). To spremeni namen placila iz
»OTHR, ki je nastavljen v osnovi, v Zeljenega. Primer inicalnega API klica:

"merchantTransactionld": "Flik-20210413133336-d3898",
"amount": "11.11",
"currency": "EUR",
"successUrl": "https://naslov.trgovca.si/success",
"errorUrl": "https:// naslov.trgovca.si/error",
"cancelUrl": "https://naslov.trgovca.si/cancel",
"callbackUrl": "https://naslov.trgovca.si/callback",
"description": "strukturirana referenca",
"extraData": {
"alias": "0038641147148",
"referenceType": "structured",
"purposeCode": "XXXX",
b
"customer": {
"ipAddress": "46.123.232.123"
b

"language": "sl"
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Osnovne informacije

Pred prehodom v produkcijsko okolje s placilno metodo Flik je za uporabo Bankartovega Payment
Gatewaya potrebno uspesno opraviti test, ki potrdi pravilno delovanje trgovéevega sistema. Placilni
tok za placilo spletnega nakupa se sproZi z zahtevkom za placilo z nakupom stranke preko trgovcevega
sistema.

Tok placila je se lahko izvede s preusmeritvijo uporabnika na odstevalnik (primer za spletni nakup)
ali brez preusmeritve. V primeru testiranja s preusmeritvijo je na voljo uporaba simulatorja. V
primeru testiranja brez preusmeritve, pa so spodaj v tabeli podani dodeljeni aliasi za pokritje
posameznega testnega scenarija (v razdelku Testiranje placil brez preusmeritve).

Pred zaCetkom testiranja smo vam s strani Bankarta posredovali uporabnisko ime in s katerima se
boste povezali na Bankart Payment Gateway, iz zam prevzeli ostale pomembne podatke in tako lahko
zaceli testiranje (opisano v naslednjem podpoglavju). V spodnji tabeli so opisani vsi glavni podatki, ki
jih trgovec potrebuje za povezavo. Podatke oznacene z rdeco je potrebno prevzet za vsakega izmed
definiranih konektorjev oz. terminalov posebaj, tako simulacijskega kot produkcijskega. V vasem
trenutnem primeru se to navezuje na Flik konektor(je). Najprej naj se prevzamejo podatki za
simulacijske oz. testne terminale, po dogovoru z Bankart ekipo pa Se za produkcijske terminale.

Naziv Opis

APl uporabnisko ime (Api username) | Dostop do APl vmesnika — razvijalec to uporabi v kodi.

API geslo (Api password) Dostop do APl vmesnika.

API Kljuc (API Key) Klju¢ za placilno metodo.

Deljena skrivnost (Shared Secret) Deljena skrivnost za podpisovanje in preverjanje verodostojnosti vsebine API klicev.
Web dostop za prevzem podatkov in dostop do pregleda transakcij:

URL Spletni naslov za dostop do portala in pregled transakcij

Uporabnisko ime (Username) Dodelejeno uporabnisko ime za dosop do portala

Geslo (Password) Dodeljeno geslo za prvo prijavo (potrebno spremeniti po prvi prijavi!)

Prevzem podatkov za povezavo s Payment
Gatewayom

Pri Bankartu smo se odlocili za novo, varnejso distribucijo podatkov, ki se uporabljajo za povezvovanje
z Payment Gateway sistemom in tako na ta nacin Zelimo zascititi obcutljive podatke, ki se posiljajo.

Podatke za vstop do Payment Gateway portala posljemo po dveh kanalih (to je Se v testu, zato
zaenkrat Se posljemo ta dva podatka, v enem email sporocilu)

- e-mail naslov, ki je podan ob prijavi trgovca. Prek tega kanala bodo poslana navodila za
integracijo, ter geslo za dostop do portala, ki ga je potrebno zamenjati takoj ob prijavi.

- SMS sporocilo na stevilko, ki je podana ob prijavi trgovca. Prek tega kanala bo poslano
uporabnisko ime za dostop do portala.

Ko od nas prejmete podatke za vpis na portal je potrebno iz tam pobrati Se podatke za
povezavo/integracijo terminalov, kar je po korakih prikazano spodaj:

1. korak: Po vpisu na Payment Gateway portal, je na levi strani potrebno izbrat zavihek
»Connectors« (oznaceno z zeleno):
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2. korak: Prikaze se seznam vseh terminalov oziroma konektorjev. Za vsakega izmed teh
konektorjev je s klikom na gumb »Show«, na desni strani, pridete podatkov, ki so pomembni
za integracijo oz. povezavo na Payment Gateway. Konektorji, ki imajo na koncu »Sim« so
simulacijski konektorji in se uporabljajo za testiranje integracije, preden gre trgovec v
produkcijo. V vasem primeru se prevzamejo podatki za Flik konektorje.

Vec o tem je napisano v naslednjem podpoglavju.

bankart = (o] Englh =
% Connectors
[S—

Methos Disabled

gona
HAAE

3. korak: Na spodniji sliki so prikazane glavne informacije o konektorju, glavni podatki, ki pa jih
trgovec v tem meniju potrebuje za povezavo na Gateway pa so:
a. APIKey
b. Shared Secret (potrebno je klikniti na »show«, da se pokaze cel string)

bankart = [ourc

Gateway

S Connector TestniKonektor

2 Base Information

Name TestniKonektor
Test/Live Mode @

Payment Method Creditcard

Disabled No

Api Key TestniKonektor

Shared Secret Show

Public Integration Key (for payment.js) UCQuJ3DITARTSqmaKkw

4. korak: po tem ko so za vsakega izmed Zeljenih konektorjev podatki prekopirani v trgovéev
sistem, je na levi strani v meniju potrebno izbrat zavihek »Users«:

Stran 16 od 32



0\ bankart

bankart = [our]

Gateway

S Connectors

Connectors Name Method

T TestniKonektor-5im Crec
TestniKonesktor Crec
TestniFlikKonektor-5im FlikPz
TestniFlikKonektor FlikPz

[ R P I

5. korak: PrikaZe se seznam vseh uporabnikov, ki jih ima trgovec. Uporabnikov tipa WEB je lahko
vecé, saj so to uporabniki, za katere trgovec omogoci dostop do Payment Gateway portala in
pregleda transakcij (predlagamo do najve¢ 3, ki jih kreira Bankart). Uporabnik tip API pa je
navadno samo eden, saj je preko le tega omogocena povezava do Payment Gatewaya.
Podatke za WEB glavnega uporabnika smo Ze poslali, tako mora na koncu trgovec prekopirat
Se APl uporabnisko ime (oznaceno z zeleno). Nato pa je pri tem istem APl uporabniku, na desni
strani trea kliknti na gumb »Reset Password« (oznaceno z rdeco).

bankart

6. korak: PrikaZe se meni za generiranje API gesla. S klikom na opcijo »Generate« (oznaceno z
zeleno) pod poljem Password, se generira geslo. To geslo je potrebno skopirat v trgovceve
sisteme, potem pa na desni strani spodaj kliknit gumb »Reset Password« (oznaceno z rumeno).
S tem se geslo shrani v Payment Gateway sistem.

POMEMBNO: Generacija API gesla naj se naredi samo enkrat oz. ob prvi prijavi.
Preden se dokonca postopek za generiranje gesla, ga je potrebno shranit in skopirat v
trgovéeve zaledne sisteme, da se trgovec lahko poveie s Payment Gatewayom. Ce se
APl geslo spreminja po tem, ko je trgovec Ze dlje ¢asa v produkciji in uporablja APl geslo
generirano ob prvotni prijavi, se povezava po naknadni spremembi gesla med
trgovcem in Payment Gatewayom PREKINE, prav tako pa se transakcije NE morajo
pravilno prozit in izvajat!
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Testiranje placCil s simulatorjem

V testnem okolju je definiran testni trgovec, s katerim trgovec preveri delovanje svojega sistema. Na
placnikovi strani bo odziv simuliran. Za primer potrditve placila na strani placnika trgovec iz scenarija
izbere »Uspesno placilo«. »Preklicano placilo« predstavlja odgovor, ki ga sistem prejme v primeru, ko
pla¢nik v svoji aplikaciji nakup zavrne. »Neuspesno placilo« je neuspesno placilo zaradi tehni¢nih tezav.
Ce ima trgovec s strani banke dodeljeno pravico do prozenja »Refund« transakcij (to je vracilo denarja
na strankin racun), se izvede Se dodatna scenarija »Uspesno placilo za naknadno uspesno vracilo« in
»Uspesno placilo za naknadno neuspesno vracilo« kjer po uspesnem placilu trgovec naknadno sprozi
Se vracilo denarja enkrat z uspesnim drugi¢ z neuspesnim izzidom.

Trgovec preveri delivanje svojega sistema — prejemanje rezultata placil na callbackUrl preko testnih
scenarijev:

- Uspesno placilo (E-Commerce, In-Person, Out-of-Band)

- Preklicano placilo (E-Commerce, In-Person, Out-of-Band)

- Neuspesno placilo (E-Commerce, In-Person, Out-of-Band)

- Uspesno placilo za naknadno uspesno vracilo (E-Commerce, In-Person, Out-of-Band,

Refund)
- Uspesno placilo za naknadno neuspesno vracilo (E-Commerce, In-Person, Out-of-Band,
Refund)
Za uporabo simulatorja za potrebe testiranja so na voljo spodnji testni aliasi.
Key Vrednost / Value (0] Scenarij
parametra
alias redirect@bankart.flik E-mail Uspesno placilo

Preklicano placilo
Neuspesno placilo
Uspesno placilo za naknadno uspesno vracilo
Uspesno placilo za naknadno neuspesno vracilo

alias 0038670999999 Mobilna
Stevilka
(Mobile
phone
number)

V primeru, da inicialni klic na Payment Gateway ne vsebuje alias vrednosti, je placnik preusmerjen in
preko forme pozvan k vnosu kontaktnega podatka za izvedbo Flik placila:
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Podatki o nakupu Kontaktni podatek uporabnika

Trgovec

Flik Test1 Flik je sodoben nacin placil in nakazil med
uporabniki razli¢nih bank v Sloveniji.

Spletna stran

https://www.simulator.flik
Flik email ali Flik telefonska Stevilka

Znesek
9.99 EUR

Copyright @2021 Bankart d.o.o. @

Po vnosu aliasa in potrditvi bo v produkcijskem okolju plaénik v svojo Flik aplikacijo prejel potisno
sporocilo za potrditev spletnega nakupa (RTP). Spodnja slika prikazuje primer strani z odstevalnikom
Casa.

0\ bankart

V svoji aplikaciji za Flik placila
potrdi zahtevek za placilo.

https://www.borovnica.si
4.00 EUR
23.09. 2021, 11:04

Copyright @2021 Bankart d.o.o.

Za potrebe testiranja se ta odstevalnik nadomesti s stranjo z naborom testnih scenarijev, saj v testnem
nacinu ni mozZnega potrjevanja v aplikaciji.
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Uspesno placilo

Preklicano placilo

Neuspesno placilo

Uspe3no placilo za naknadno uspesno vracilo

Uspesno placilo za naknadno neuspesno vracilo

Copyright @2021 Bankart d.o.o.

e Uspesno placilo — Plac¢nik potrdi pladilo v svoiji Flik aplikaciji, ki se potem uspesno izvede.

e Preklicano placilo — Placnik zavrne placilo v svoji Flik aplikaciji.

e Neuspesno placilo — Neuspesno placilo, ki je posledica tehni¢nih tezav na sistemu, zapadli
zahtevek.

e Uspesno placilo za naknadno uspesno vracilo — Placnik potrdi placilo v svoji Flik aplikaciji, ki
se potem uspesno izvede. Vracilo izvede trgovec naknadno s klicem v katerem se sklicuje na
originalno transakcijo. Vracilo je uspesno zaklju¢eno, ko na parameter »callbackUrl« v APl klicu
za vracilo (Refund) trgovec prejme odgovor o uspeSnosti te transakcije. Zaradi narave
delovanja simulatorja asinhron klic za odgovor o zakljucku placilu pri¢akujte v roku dveh minut.

e Uspesno placilo za naknadno neuspesno vracilo — Placnik potrdi placilo v svoji Flik aplikaciji,
ki se uspesno izvede. Poskus vracila izvede trgovec naknadno s klicem v katerem se sklicuje na
originalno transakcijo. Vracilo je neuspesno zakljuceno, ko na parameter »callbackUrl« v API
klicu za vracilo (Refund) trgovec prejme odgovor o neuspesnosti te transakcije. Zaradi narave
delovanja simulatorja asinhron klic za odgovor o pladilu pri¢akujte v roku dveh minut.

Testiranje placil brez preusmeritve

Spodnji nabor aliasov se uporabi za iniciiranje tipa In-Person oziroma Out-of-Band transakcij ali v
primeru poteka placil brez preusmeritve placnika na stran z odstevalnikom v primeru spletnega nakupa
tipa E-Commerce.

E-mail Phone number Scenarij
success.debit@bankart.flik 0038670999000 Uspesno placilo
cancel.debit@bankart.flik 0038670999111 Preklicano pladilo
error.debit@bankart.flik 0038670999222 Neuspesno placilo
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success.debit_success.refund@bankart.flik 0038670999333  Uspesno placilo za naknadno
uspesno vracil

success.debit_error.refund@bankart.flik 0038670999444  Uspesno placilo za naknadno
neuspesno vracilo

success.payout@bankart.flik 0038670999555 Uspesno izplaédilo

error.payout@bankart.flik 0038670999666 Neuspesno izplacilo

e Uspesno placilo — Placnik potrdi placilo v svoji Flik aplikaciji, ki se potem uspesno izvede.

e Preklicano placilo — Placnik zavrne placilo v svoji Flik aplikaciji.

o Neuspesno placilo — Neuspesno placilo, ki je posledica tehni¢nih tezav na sistemu.

e Uspesno placilo za naknadno uspesno vracilo — Placnik potrdi placilo v svoji Flik aplikaciji, ki
se potem uspesno izvede. Vracilo izvede trgovec naknadno s sklicem v katerem se sklicuje na
originalno transakcijo.Vracilo je uspesno. Na parameter »callbackUrl« v API klicu za vracilo
(Refund) trgovec prejme odgovor o uspeSnosti te transakcije. Zaradi narave delovanja
simulatorja asinhron klic za odgovor o zakljucku placilu pricakujte v roku dveh minut.

o Uspesno placilo za naknadno neuspesno vracilo — Placnik potrdi placilo v svoji Flik aplikaciji,
ki se potem uspesno izvede. Poskus vracila izvede trgovec naknadno s sklicem v katerem se
sklicuje na originalno transakcijo.Vracilo je neuspesno. Na parameter »callbackUrl« v API klicu
za vracCilo (Refund) trgovec prejme odgovor o uspesnosti te transakcije. Zaradi narave
delovanja simulatorja asinhron klic za odgovor o plailu pri¢akujte v roku dveh minut.

e Uspesno izplacilo: Trgovec je preko aliasa uspesno nakazal denar na racun stranke

e Neuspesno izplacilo: Trgovec preko aliasa ni uspesno nakazal denarja na rac¢un stranke.

Prehod v produkcijsko okolje

- Bankartov customer support preveri status integracije preko logov na Payment gatewayu:
Preden odobrimo produkcijski dostop, nasa podpora za stranke preveri loge payment
gatewaya, ¢e so na simulacijskem adapterju poteki placil pravilno izvedeni. Ce je vse v redu oz.
so transakcije pravilno izvedene in oznacene, bo Bankartova ekipa za pomoc uporabnikom
ro¢no vklopila moznost uporabe produkcijskega terminala. Ce se trgovec odlo¢i za uporabo
transakcije tipa Payout, naj se pred tem uskladi s celotno ekipo Bankarta.

- Tehnicna podpora samo v delovhem ¢asu:

Pomembna opozorilo, ki ga vedno posljemo v e-postnih sporocilih za onboarding trgovcev, je
ta, da je tehnicna podpora samo v delovnem ¢asu (8:00-15:00) med delovnim dnem, saj lahko
samostojni razvijalci delajo tudi izven rednih delovnih ur ali med vikendom.

- Trgovci naj NE testirajo v produkcijskem okolju!

Pomembno opozorilo, ki ga ne moremo dovolj poudariti. Na Zalost mnogi trgovci vodijo samo
en primerek svoje trgovine (po navadi pri WooCommerce) in tako izvajajo spremembe na
produkcijski instanci svoje trgovine. Zaradi tega smo strogi, ko gre za potrditev izvedbe testnih
transakcij pred dostopom do produkcije. To pomeni, da ko je trgovec dobil produkcijski dostop
od nas je njihova integracija delovala kot mora. Poudariti pa je potrebno, da ¢e naknadno pride
do sprememb v produkcijskem okolju BREZ dodantnega testiranja, se odgovornost za
morebitne teZave pri izvedbi transakcije prevali na trgovca.

Ce trgovec naredi kakrine koli pomembne spremembe v nastavitvah v produkcijskem okolju,
zlasti izven delovnega casa, vam takojsnje tehni¢ne pomoci ne moremo zagotoviti.
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Validacija formata vnosa aliasa

Ker je Flik najnovejsi tip placila na spletu, smo opatzili, da se lahko na strani stranke, pri vnosu aliasa
lahko hitro zgodi napaka pri formatu vnosa le tega. Da bi se izognili tej tezavi, Ze vnaprej svetujemo, da
je v primeru, uporabe integriranega polja za vnos aliasa v sami spletni trgovini, za to polje potrebno
urediti validacijo formata vnosa v polje. V primeru, da je v uporabi Bankartova vnosna maska, ta
validacija ni potrebna. Vse telefonske Stevilke v Flik shemi so registrirane po formatu 00386********,
tako da je potrebno poskrbeti, da se podatek naprej poslje v tej obliki.

Ce je izbrana prva opcija (integrirano polje za vnos na spletni strani), spodaj prilagamo $e primer kode
iz nase strani, ki je pri izvedbi validacije aliasa lahko v pomoc.

function validateAlias(alias) {
if (alias ==") {
return 'empty’;
}

var testCase ="";

var aliasError ="";

if (alias.indexOf("@") ==-1) {
testCase = checkAndFormatNumber(alias);
} else if (alias.indexOf("@") > -1) {
aliasError = lalias.match(/~([a-zA-Z0-9_\-\.]+)@([a-zA-Z0-9_\-\.]+)\.([a-zA-Z]{2,5})5/g);
}
if (testCase == "invalid' | | aliasError) {
return 'invalid'’;

}

return 'valid';

}

function checkAndFormatNumber(phoneNumber) {
phoneNumber = phoneNumber.split("(").join("");
phoneNumber = phoneNumber.split(")").join("");

phoneNumber = phoneNumber.split("-").join("");

if (phoneNumber.match(/\d{13}/g) && phoneNumber.substring(0, 5) == "00386") {
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return phoneNumber;

} else if (phoneNumber.match(/\+\d{11}/g) && phoneNumber.substring(0, 4) == "+386") {
return phoneNumber.replace("+", "00");

}else if (phoneNumber.match(/\d{11}/g) && phoneNumber.substring(0, 3) == "386") {
return "00" + phoneNumber;

} else if (phoneNumber.match(/\d{9}/g) && phoneNumber[0] == "0") {
return "00386" + phoneNumber.substring(1, 9);

} else {

return "invalid";

Zavrnitev transakcije zaradi neobstojeCega aliasa
Ce kupec, ki Zeli izvesti placilo preko Flika, nima registriranega svojega aliasa (3e ni Flik uporabnik) ali
pa se je zatipkal pri vnosu aliasa trgovec v rezultatu transakcije na callbackURL prejme spodnjo napako:

<errors>|
<error>

<message>Alias does not exist</message>
<code>2007</code>

<adapterMessage>Did not exist</adapterMessage>
<adapterCode>03</adapterCode>|

</error>|

</errors>|

V primeru prejema omenjene napake je priporocljivo, da trgovec informira placnika o razlogu napake
ter ga napotijo na stran s podatki o postopku registracije. To storijo tako, da na errorURL strani, ki nam
jo posljejo v inicialnem klicu, prikazejo spodnji napis:

Vnesli ste napacen kontaktni podatek (alias). Svoj alias lahko preverite v

nastavitvah v aplikaciji za Flik placila. Obicajno je to telefonska Stevilka ali e-
mail.

Ce 3e nimate omogolenega Flik placevanja, je postopek registracije opisan na sledeli povezavi:
https://www.flik.si/#zacni-z-uporabo

Na ta nacin se plac¢niku poda popolno informacijo o razlogu neuspesnega placila in navodilih, ¢e Zeli
nakup opraviti s Flikom.

Primer pri enem izmed obstojecih trgovcev:
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Napaka pri placilu s Flikom

Vnesli ste napaten kontaktni podatek (alias). Kaksen je vas alias, lahko preverite v nastavitvah v svoji aplikaciji za Flik placila. Ponavadi je to telefonska Stevilka ali e-mail

V primeru, da $e nimate omogotenega Flik platevanja je postopek registracije opisan na slededi povezavi: hitps://www.flik si/#zacni-z-uporabo.

Opis napake
(2007 ) Alias does not exist

Nazaj v kosarico
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0\ bankart

Dostop do portala

Portal za trgovce je dostopen preko spodnjih URL naslovov:

- Sandbox portal: £\ bankart
https://bankart.paymentsandbox.cloud/en Gateway

- Produkcijski portal:
https://gateway.bankart.si/en/login

Prikaze se vstopna stran prikazana na desni sliki, z
moZnostjo vnosa uporabniskega imena in gesla, ki ju dobite
s strani Bankarta (opisano v prejsnjih poglavjih).

Pregled graficnega vmesnika

Po vnosu podatkov in vpisu, se odpre domaca stran oz. dashboard portala.

Na levi strani v temno sivem delu so na voljo razlicni zavihki, kjer je moznost izbire prikaza Zelenih
podrobnosti.

Zgoraj, v predelu, ki je oznaen z rumeno, je podan ¢asovni pas (ustrezen je Europe/Ljubljana), ki je
pomemben za ustrzen prikaz transakcij.

Najbolj pomembna zavihka sta Dashboard & Summary in Transactions.

Privzeto je odprt zavihek Dashboard & Summary.

V podzavihku Dashboard je prikazana grafi¢na in numeri¢na statistika transakcij za dolo¢eno obdobje.
Prikaz se lahko priredi z razli¢nimi filtri v zgornji vrstici (oznaceni z rdeco), ki jih uporabnik lahko tudi
personalizira. Na desni strani ob tipki »Refresh« je moZnost izbire ¢asovnega intervala v katerem se
podatki osveZujejo.

V zavihku Connectors so vidne vse prodajne enote posameznih trgovcev (recimo za laZji prevzem ali
dostavo), ¢e jih ima nek trgovec veé. Ce ima trgovec le eno spletno trgovino/prodajno enoto preko
katere se protZijo vse transakcije, bo konektor tu le en.

Podatki za posamezen konektor/prodajno mesto so vneseni s strani Bankarta in poslani trgovcu kot je
opisano v zgornjih poglavjih. Za definicijo konektorja so potrebni: ime trgovca, metoda placila, ime API
klica, status in datum vpisa.
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% Connectors

% Connectors - @

O HBH
HEHEE

4
i

Sho

920:24 @ 5ho

pogooOoooOoOEOg:

i

bankart = [o
Po kliku na opcijo »Show« (moder gumb na desni)

se prikaZejo osnovne informacije o posameznem
konektorju/prodajni enoti, kot so ime, nacin v
katerem deluje (test oz. produkcija), metoda placila
(Flik ali kartica), ime API kljuca in gesla za povezavo.

Gateway

Name Trgovina Jagoda
TestjLive Mode
Payment Method FllkPayments

Disabled

Apl Key ik test1
Shared Secret

Public Integration Key (for p:

Pregled podrobnosti (logov) transakcij

V zavihku Transactions je v podzavihku All prikazana zgodovina vseh proZenih transakcij v spletni
trgovini .

= Transactions

¥ Transaction Filler

waction Dk & o
Con Test Mode:
ranssction I N
Status: | &1 ¥ vui: Enmail
Type: - Purchase 0 Address:
Country; - Adapter TxiD: 2P City
Description o
Dste Range o
1BAN:
Data feld:

Purchase B0/ UUID e Addaptes THID Related Country || Amount Method [ Description  E-Mail

100009 EUR

S0athccsicaiosscais

V zgornjem delu so filtri za poenostavljeno iskanje Zelenih transakcij. V razdelku »Transaction Data«
(oznaceno rdeco) so polja za omejitev nabora iskanih transakcij.
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V razdelku »Customer Data« (oznaceno rumeno) lahko transakcije filtrirate glede na podatke o
placniku. Polja iz obeh razdelkov so lahko izpolnjena naenkrat.
Filtre aktivirate s pritiskom na gumb »Apply«.

V spodnjem delu, v razdelku »Transactions« so prikazane vse proZene transakcije.

= (o Purchase 10/ UAD i Adsptes T Related o Type || Date IF Ststus || Comnector || Country || Amount Method Duta Deseription  £-Msil

o -] -
BeceLe 12 )
Tk L] .00 6
o
........... — o e emm
@
------ 2 T 55 r 3 = EEE e
-
<o 5083
s
£ e EmEm
- IR
3 o EEEE T o
"""" 2 -] =Em s %0 6
.

Pomembnejsa polja na seznamu transakcij so:

e Transaction ID: identifikator transakcije, ki ga doloci trgovec. Transaction ID mora biti unikaten
za vsako transakcijo.

e  Purchase ID/UUID: UUID je unikaten ID transakcije, ki ga nastavi sam payment gateway.

o Type: Tip transakcije. Debit pomeni spletni nakup, Refund pa pomeni vracilo denarja vezano
na posamezno transakcjo.

e Status: uspesnost transakcije

o Amount: znesek transakcije

Ob kliku na Stevilko v polju UUID se odpre podrobnejsi pogled za posamezno transakcijo, kjer je
prikazanih tudi nekaj sporocil, ki se izmenjujejo med trgovcem in Payment Gatewayem (razdelek Logs)
— prikaz na naslednji strani.
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B[Ot English = flikuser =
i= Transaction #0b091678337dfe3fa688

B Trersaction Dats DStatus istory

Transaction Status ogSttis @
22,0321 1is5:009 >
o 22031 156200 > =3
Comector
Method D Transaction Tree ~
Type
Crested at
[e——
ey 55.00 B8 22002 85000
Fees w20 s
Payout 55.00 68 onen s
e —
Purchase 1D
Merchant TxD
Adspter T
Success URL
ErvorURL
Cancel URL

Povracilo zneska transakcij (refund)

Trgovci, ki imajo omogoceno moznost povracilo zneska za opravljene nakupe (refund) lahko te prozijo
preko uporabniskega vmesnika s tipko, ki se nahaja zgoraj desno (oznacena z zeleno).

= [enm Englsh = fikuas =

= Transaction #0b021678337dfe3fag88 |

8 rreaction Usta 5 stoks History

ol

1 mERAg »

Transaction Stalus

W men @

i 0BT dle e Bz 8301 1i56iES + [miai |
Hethod
Type
Crmmeedt ok Eiog
PR R ]
Aot & Curvency 55.90 EUR MO H RS
Tres FRtRIRTETNTE ]
Payiral 55,80 5L aezed-m Liserze D
ROTNI-H ARG
Burchaes | 9T T ey
Murckaand Tall

Ob prozenju refunda preko uporabniskega vmesnika, se odpre pop-up, ki ponudi dve opciji: »Refund
without Postback« in »Refund with Postback«.

Opcija »with Postback« poslje nov status transakcije na trgovéev Callback URL. Ce ta moZnost niizbrana
trgovec ob izvedbi refunda preko uporabniskega vmesnika Payment gatewaya NE dobi spremembe
statusa transakcije.
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Do you reallywant to refund the transaction? If so, shall your application receive a notification?

Merchant Transaction ID:

refund1-20220321-516

Description:

Amount:

55.00

Currency:
EUR

Apply Reference Merchant Meta Data:
m]

YTl - Refund without Postback | <l Refund with Postback

Ce je bilo za posamezno transackijo refund oz. vracilo zneska Ze izvedeno, je to prikazano v razdelku
»Transaction status, kjer je tudi povezava na refundirano transakcijo.

£ Transaction Data

Transaction Status

' success

uuiD 2f238d8e311d53d02ch6

lzvoz seznama izvedenih transakcij

V podzavihku Data Export (na spodniji sliki oznacen z rdeco) lahko prefiltrirate transakcije in jih izvozite
v .cvs ali .xIsx datoteko (Excel format).

bankart Bt e B s

B f
:

Tisssactions

Ob kliku na podzavihek se prikazejo vsi dokumenti, ki so bili do dolo¢enega trenutka zgenerirani za
izvoz. Za vsak dokument so vidni datum izvoza transakcij, tip podatkov v izvoznem dokumentu, status
in moznost izbrisa (Delete) ali prenosa (Download).

Nov izvozni dokument se naredi s klikom na gumb »New Transaction Export« (oznacen z rdeco na
zgornji sliki).
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Ko se odpre novo okno se nastavi Zelene filtre in tip datoteke za izvoz, s klikom na tipko »Generate« se

generira datoteka za izvoz. Po kliku na tipko, je uporabnik preusmerjen na prejSnjo stran, kjer je

potrebno pocakati nekaj trenutkov, da se dokument zgenerira in je ponujena moznost

prenosa/brisanja.

Ce se po 30 sekundah ti moZnosti ne prikazeta, lahko uporabnik sam osvefi stran.

S e S @
bankart R ry———

= New Transactions Export

Y Transaction Filler

File type:

Connector;

Fayment Mathod:
Status:
Type

Include Test Transaction: %o
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NajpogostejSa vprasanja trgovcev (FAQ)

1. S katerimi podatki se identificira placnika?
Placnika se identificira s t.i. aliasom (kontaktnim podatkom), s katerim se je kot uporabnik
registriral v Flik shemi to je telefonska stevilka in/ali email naslov.

2. Kaksen je postopek vplaéila/nakupa s Flikom?
Ko placnik pri izbiri moZnosti placila izbere Flik, se v Bankart, s strani trgovca, poslje API klic, ki
trgovcu vrne Bankartovo dinamic¢no stran z vnosno masko in kupcu pokaZze moZnost vnosa
aliasa (telefonska stevilka ali email), s katerim ima aktiviran Flik pri svoji banki. Po vnosu aliasa,
stranka na telefon prejme potisno obvestilo v svojo Flik aplikacijo, kjer mora potrditi zahtevek
za placilo. Ko placnik potrdi spletno placilo, ga payment gateway preusmeri na stran, kjer je
obvescen o uspesnosti placila. Prav tako se placniku v aplikaciji pokaZe stanje uspesSnosti
transakcije.

3. Ali je na voljo moZnost vracila zneska zacetnega nakupa z metodo Flik?
Da, na voljo je tudi moznost vracila. Za vracilo je potrebna referenca na prvotni nakup, prav
tako pa znesek vracila ne more presegati zneska iz prvotne transakcije, je pa lahko niZji.

4. Ali je na voljo moZnost izplacila iz rauna stranke z metodo Flik in kaksen je postopek?
Trgovec lahko izvede ali svojim strankam omogoci izvedbo izplacila Zelenega zneska preko
aliasa prejemnika sredstev, torej Stevilke ali emaila. Z potrditvijo izplacila se denar na
prejemnikov racun prenese v nekaj sekundah.

5. Kaksna je struktura zahtevka in odgovora, ki se uporablja v sprocilih zalednega sistema?
Struktura zahtevkov in odgovorov v zalednem sistemu je tipa JSON.

6. Katera tehnologija se uporablja pri izmenjavi podatkov?
Pri izmenjavi podatkov se uporabljajo API klici, specifikacije so na voljo na spodnjih naslovih:
https://qateway.bankart.si/documentation/apiv3
https://qgateway.bankart.si/documentation/qgateway
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